
Brief Synopsis of the topic - Cyber Insurance – a primer 
 

 Introduction to Insurance for the IT and InfoSec professional 
o A brief introduction to how insurance works - knowing the stakeholders 

in insurance 
 A bit of insurance history 

o How insurance began, the pitfalls it faced and how it reached to where 
it is now 

 Understanding insurance terms 
o Probability, risks, degree of belief, utility & a little bit of mathematics & 

statistics 
 Cyber Insurance 

o The problem of cyber insurance, how to evaluate your cyber risk 
profile,  

o Types of cyber insurance products and coverages 
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access control audits, password management audits, etc. 
 
He has been responsible for creating Intellectual Property in the form of 
methodologies and software. Currently, under him, Risk Quotient has built ‘4Cee’, a 
software to automate risk assessments for ISO 27001 certified companies. His team 
has also invented a card based game to train the information security team on the 
risk management process. Currently, his team is developing methodologies and 
frameworks to evaluate organization's risks from the perspective of cyber insurance. 
 


